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- Disposal
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8: MISSION 

OR 
BUSINESS 

FOCUS
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P-13: 
INFORMATI

ON LIFE 
CYCLE
(3, 10)
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REQUIREME

NTS 
ALLOCATIO

N
(9, 10, 11)

P-18: 
SYSTEM 

REGISTRATI
ON
(10)

S-1: 
CONTROL 

SELECTION
(6, 9, 10, 

11)

S-2: 
CONTROL 

TAILORING
(6, 9, 10, 

11)

S-3: 
CONTROL 

ALLOCATIO
N

(9, 10, 11)

S-4: DOCS 
OF 

PLANNED 
CONTROL 

IMPLEMENT
ATIONS
(6, 9, 10, 

11)
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REQUIRE
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REQUIRE
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SELECTION
(6, 9, 10, 

11)

S-3: 
CONTROL 
ALLOCATI

ON
(9, 10, 11)

S-4: DOCS 
OF 

PLANNED 
CONTROL 
IMPLEME
NTATIONS
(6, 9, 10, 

11)
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REMEDIAT
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CATEGORIZ
ATION 
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