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Operationalizing SBOM Tooling

- Risk Mgmt
(Use case next
page)

- Asset Mgmt

- SCRM

- Procurement
Process

- Vuln Mgmt

- Cyber Defense
Operations/SOCs
- Configuration
Mgmt

-Export control
Mgmt

*generation and
use including:
Frequency,
Depth, Known
Unknowns,
Distribution and
Delivery, Access
Control, and
Accommodation
of Mistakes.
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Potential inputs to RMF Tasks
IAW NIST SP 800-37r2
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SBOM Use case with RMF
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Pink tasks identify recommended inputs to RMF task needing SBOM data
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Potential inputs to RMF Tasks IAW NIST SP 800-37r2

ONGOING AUTHORIZATION

*organization- and system-level risk assessment results
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